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IMPLEHLNTETIUN CIF THE FOREIGN INTEI.J_.IGE"\TGE
-'::IUR“JE.ILLANCE ACT OF 19’?3 R

L IxtRoDUCTION '

The Formgn Intelligence Surveillance Act of l'.-'l'?S 92 '-'-‘.ta,t. 1?83
‘became law on October 25, 1978, Congressional mrersq___ht of electronic
surveillance under the Act is pru'l.rldﬁtfhy -?.r-rtmn 108, which states:

CONGRESSIONAL OVERSIGHT

Sec. 108. (a) On a semisnnual basis the Aitcm(g;,' General
ghall Tully inform the House Permanent Select Committes
on Intelhgence and the Senate Select Committee on Intelli-
%an{'e concerning all electronic surveillanee under this title.

othing in this title shall be deemed to limit the authority
and responsibility of the appropriate committees of each
House of Congress to obtain such information as they may
need to carry out their respective [unetions and duties,
(b} On or before one year after the effective date of this
Act and on the same day each year for four vears thereafter,
the Permanent Select Committee on Intellicence and the
Senate Select Committee on Intelligence shall report respec-
tively to the House of Representatives and the Senate, con-
cerning the implementation of this Aet. Said reports shall
include but not be limited to an analysis and recommendsi-

- tions concerning whether this Act should be (1) amended,
(2) replaced, or (3) permitteéd to Ct}ﬂtllluﬂ in Eﬁect mthnut.
amendment,

In midﬂ;mn as part of the agreement in conference on the foregoing
- provision, the conferees stated their- e:r.peciahun that the annu
‘teviews to be conducted by the respective intelligence committees
would fully examine the issue of delineating in sap&m‘te- legislation
the authority of each committee to notify any erson. who was
a target of a surveillance that produced no I'l:rrm;__,n 1ntcﬁ1ggnre mlﬂ-n.u&-
tion. H. Rep. 95-1720, p. 33,
. Congressional nverslght 15 [J&l‘llq’_ulﬂ.rly 1mpur[a.nt in monitaring the
operation of this statute. By its very nature foreign infellizence sur-
_veillance must be conducted in secrecy. The Act reflects the need for
_such secrecy: judicial review is limited o a select panel and routine
notice to the target is avolded. In addition, contrary to the premises
which underlie the provisions of Title 111 of the Ommnibus Crime
Control Act of 1968, it is contemplated that few elec‘tmmﬁ surveil-
lances conducted pu_rsuani to this Aet w 1I1 resull in “eriminal
prosecution. ;

.
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The semiannual report of the Attorney General is one source of
information for the intelizence committees. The lesislative history of
the Act indicates that the‘ requirement to report “fully’” means that
the committess must be given enough information to understand the
activities, but does not mean that the Attorney General must set
forth ' each and every - detdiled  item of information relating to®all
electronic surveillances. For example, the committees would not
ordinarily wish to know the identities of particular individuals,

To preserve the intelligence committees’ right to seek further infor-
mation, when necessary, section 108 makes clear that nothing in the
Akt shall be deered to limit the authority and responsibility of those
scommitiess to obtain such additional information as they may neei
to carry out their respective functions and duties. In the case of the
Senate Select Committee on Intellicence, that authority and responsi-
bility are set forth in Senate Resolution 400, 94th Congress, 2d session.

This report is intended to fulfill the duty of the Senate Select Com-
mittes under the Act. It covers implementation of the Act during the
period from the date of enactment, October 25, 1978, until the final
ates covered by the first report of the Attorney General submitted
on September 25, 1979, The Act did not take full effect until August 16,
1979, ninety days after the designation of the judges to serve on the
two courts ereated under the Act. Section 301 of the Act provided
for the transition as follows: o

Suc. 301, The provisions of this Act and the amendments
made hereby shall become effective upon the date of enact-
ment, except that any electronie surveillance approved by
the Attorney General to gather foreign intelligence informa-
tion shall not be deemed unlawful for failure to follow the
procedures of this Aet, if that surveillance is terminated or
an order approving that surveillance is obtained under Title I
of this Aet within ninety days following the designation of
the first judge pursuant to section 103 of this Act.

Prior to the designation of the judges on May 18, 1979, representatives
of the Attorney General informed the Select Commitiee concerning
steps being token to implement the Act. .
he Attorney General advised the Commitiee on June 15, 1979, of
his intent to fulfill hiz statutory duty to.keep the Select Committee
fully informed concerning elecironie surveillance under the Aet by
providing the Committee with both a semi-annual written report and
snuch further information as might be nécessary to =satisfy his oﬂligntio,n
to keep the Commitiee informed. He also explained that the initial
report would be accelerated and provided to the Committee following
the initial 90-day transiticn period after dnsign{ltinn of the judzes.
On June 27, 1979, the Acting Attorney General reported to the Com-
mittee the minimization procedures for electronic surveillances con-
ducted under certification of the Attorney General, rather than court
order, pursuant to the provisions of section 102{a) of the Act. .
On September 25, 1979, the Attorney General submitted separate
reports for each azency that conducted electronic surveillance pur-
suant to the Act. éﬂl’fh report consisted of a detalled statistical repoit
on the various categories of targets of electronic surveillance that were
requested and authorized under the Act during the reporting period.
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The statistical information was supplemented, where appropriate, by
narrative ‘explanations including an' explanation of any significant .
statistical variations in each section between the reporting:period
and the previous six-month period. The report was alzo supplemented
by meetings between designated staff personnel of the Seleet Com-
mittee and representatives of the Attorney General and the agencies
that conducted the surveillances. Additional specific information
concerning the surveillances was provided to the Committee at these
meetings in response to the Committes’s questions. Information
reported under these procedures pertained only to activities authorized
under the Foreign Intelligence Surveillance Act. ' :

In addition to the congressional oversight provisions of the Act; the
Attorney General is required to transmit in April of each year to the
Administrative Office ol the United States Courts and to Congress a
report setting forth with respect to the preceding calendar year
{a) the total number of applications made for orders and extensions of
orders ap%‘wing electronie surveillance under the Act; and (b) the
total number of such orders and extensions either granted, modified, -
or denied. The legislative history indicates that such statistics are to
be made publie. To protect the security of properly classified informa-
tion, no additional quantitative indication of the extent to which
electronie surveillanee under this Aect has been used is being made
public by the Select Committee on Intelligence in this report.

IT. AnaLysis AND RECOMMENDATIONS

Although certain topics have been identified by the Select Com-
mittee during its exercise of oversizht responsibilities as described
above, the Select Committee has concluded that the brief experience
since all procedures of the Act became applicable does not provide
sufficient zrounds for consideration at this time of amending or re-
placing the Foreign Intelligence Surveillance Act of 1979, Therefore,
the Select Committee recommends that the Act should be permitted
to continue in effect without amendment. ' ;

The Select Committee intends to conduct a continuing analysis of
the Act and its implementation; based upon the information it has
already obtained and additional information that may be requested
by the Committee or submitted by the Attorney General and the
agencies concerned.. Moreover, the Committee is interested in.receiv-
ing any information of expression of views from members of the Senate -
or from the public concerning the Act. If the Select Committee con-
cludes prior to the date on which its next report to the Senate i3 re-

uired by the gfatute that the Act should be amended or replaced, or
iat other information should be reportéd to the Senate, the Com-
mittee will submit an earlier report for that purpose.

The Select Committer continues to hold the view set forth in its
annual report to the Senate under Senate Resolution 400 that, ‘by
providing a workable legal procedure for court orders as required by
the Fourth Amendment the act aids the foreign intelligence and coun-
terintellicence capabilities of the United States. Tt allows electronic
surveillance to be condueted in cireumstances where, because ol un-
certainty about the legal requirements, the Government may other-
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wis¢ have been reluctant to use this technique for deteeting danger- -
ous clandestine intelligence and terrorist, activities by fureéﬁn powers in -
this eountry. At the same time it provides safeguards that have not .

existed before. .

JII. TMPLEMENTATION OF THE AcT

Implementation of the Foreign Intellizence Surveillance Aet
required certain measures to be taken by the Chief Justice of the
United States and by the President. The Chief Justice had to designate
publicly the federal judges to serve on eourts established by the Act and
to promulzate security measures for those courts. In addition, the
President had to grant express authorization to the Attorney General
to approve applications for electronic surveillance under the Act. If -
those applieations were to inelude certifications by officials other than -
the Assistant to the President for National Securify Affairs, the
President had to designate those officials, The Chief Justice and the
President completed. these actions in May, 1979. During the ninety-
day period after designation of the judges, all electronic surveillance
covered by the Act and conducted for foreign intellizence purposes
was approved under the procedures of the Act either by court order
or by certification of the Attorney General under section 102(a) of the
Act for a narrow category of surveillance solely directed at éertain
catesories of forelzn powers, ' - E

The actions taken by the Chief Justice and by the President to
implement the Act may be summarized as follows: -

Degignation of judges under the et i

The Act requires the Chiefl Justice of the United States to publiely -
designate seven district court jildges from seven of the United States
judicial cireuits who constitute the court which has jurisdiction to hear
applications for and grant orders apgmvi o electronie surveillance
under the procedures of the Act. The hicf?fust-ica is ilso required to
publicly designate three judges, one of whom is publicly designated as
the presiding judge, from the United States district courts or courts of
appeals who together comprise a court of review which has jurisdiction
to review the denial of any application made under the Act. Each
judge designated under the Act serves for a maximum of seven vears
and is not eligible for redesignation, except that the terms of the
judges first designated are Staggered so that one term expires every
ear or, in the case of the court of review, every two or thres years.
On May 18, 1979, the Chief Justice publiely announced the appoint-
ment of seven United States District Court Judges as members of the
Foreign Intelligence Surveillance Court. These judges were: '

Albert V. Bryan, Jr., Judge, United States District Court,
Eastern District of Virginia, to serve a Term of seven vears.

- Frederick B. Lacy, Judge, United States District Court, Dis-

trict. of New Jersey, to serve a Term of six vears. SR i

_ Lawrence Warren Pierce, Judge, United States Distriet Court,
. Southern District of New 'g('ork, to serve a Term of five years.

o Frank J. MeGarr, Judge, United ~States Distriet Court,

. Northern District of Illinois, to serve o Term of four years, ;

Ll
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George L. Hart, Jr., Senior Judge, United States District Court,
District of Columbia, to serve s Term of three years, '
James H. Meredith, Chief Judze, United States Distriet Court,
Eastern District of Missouri, to serve a Term of two years. -
Thomas Jamison MacBride, Senior Judge, United States
District Court, Eastern District of California, to serve a Term of
0N Yeur, i o
The Chief Justice also publicly announced the designation of three
Uniteéd States Cirenit Jugges empowered to review denials of surveil-
lance authorization applications as members of the Foreign Intelli-
gence Surveillance Court of Review. These judges were: = _
- A. Leon Higginbothan, Jr., Ciremit Judze, United  States
Court of Appeals for the Third Circuit, to serve a Term of seven
CETEN . ey e et
Y James E. Barrett, Cireuit Judge, United States Court of Ap-
peals for the Tenth Circuit, to serve a Term of five years.
George Edward MacKinnon, Cirenit Judge, United States
Court of Appeals for the District of Columbia Cireuit, to serve a
Term of three years. ) ' R '
The Chief Justice designated Senior United States District Judge
Hart, whose chambers are in Washington, D.C., ns Presiding Judge of
the Foreign Intelligence Surveillance Court; and Cirenit Judge Mac-
Kinnon, whose chambers are in Washington, D.C., as Presiding Judge
of the Foreign Intelligence Court of Review. ' .

Court securily measures =~ . :

* The Act provides that the record of proceedings under the Aet,
including applications made and orders granted, are to be maintained
under security measures established by the Chiel Justice in consulta-
tion with the Attorney General and the Director of Central Intelli-
gence, The lerislative history indicates that the security measures
are 10 include such document, physical, personnel, or communications
gecurity measures as are necessary to protect information concerning
proceedings under the Act from unauthorized disclosure. Such meas-
ures may also inclade the use of secure premises provided by the execu-
tive branch to hear an application and the employment of executive
branch personnel to provide clerical and administrative assistance.
* On the same’date as his announcement of the designation of judges,
the Chief Justice publicly released the security procedures under which
both courts would operate as required by the Adt. Under these pro-
cedures, the same facilities, supporting personnel and security proce-
ditres are used by both coutts, subject to such exceplions as may be
authorized by the Chief Justice. The guarters ﬂ,n'ti Afacilities of the
éourts are provided by the Attorney Gerneral, subject to the approval
of the Chief Justice, and are constructed and maintained in-aceord-
ance with applicable construction standarde pertaining to’ sensitive
compartmented information set cut by the United States Intelligence
Board in 1973 or successor divectives. . -~ ;

Before designation, the Purlgi:s'are. subject to updated FBI back-
guuncl' investizations eonducted under standards established by the

irector of Central Intellizence n 1976, or successor directives as
concurred in by the Attorney General, insofar s they may be deemedl
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applicable to the court. If a question of suitability is raised after initial
appointment,. the matter is to be referred to the Chief Justice-who
may in his diseretion consult the Attorney General and the Director
of Central Intelligence regarding the security significance of the mat-
ter before taking such action as he'deems appropriate.

“The Director of the Administrative Office of the United States
Courts designates one employee, to be appointed by the courts, to
serve as Clerk of Court and to perform utﬂer support functions. Pro-
vision is also made for a substitute, if the Clerk is absent. If the court
determines that legal assistance is necessary, it may appoint a legal
officer to assist the courts in the performance of their duties. In any
specific case the courts may refer to the legal oflicer such parts of the
application and supporting documents as they deem necessary for the
legal officer to %ovide assistance. The court may also request the Ad-
ministiative ce of the United States Courts to provide a court
reporter. .

hese personnel undergo appropriate FBI background investiga-
tions under standards &stahlisﬁed g_y’ the Director of Central Intelli-
nee in 1976, or successor directives as coneurred in by the Attorney
eneril. They may not have access to classified information unless
they have received a speurity clearance determined appropriate by the
courts in consultation with the Attorney General and the Director of
Central Intelligence. Court personnel having access to court records
must sign appropriate security agreements. If a question concerning
their security, clearance is raised after appointment, the matter is re-
ferred to the courts which may consult the Attorney General and the
Director of Central Intellivence regarding its security significance be-
fore taking such actiom as they deem appropriate,

The courts designate an experienced security officer from among
candidates submitted by the Attorney Genem? and the Director of
Central Intelligence. The security office may be an Executive branch
emploves, and alternate security officers may be designated. The
security officer serves at the pleasure of the courts and is not subject
to removal by the Executive branch without the concurrence of the
courts. The security officer (and alternates) may perform other duties
in the Executive branch, so long as such duties do not confliet with the
officer’s responsibilities to the court. Additional persomnel may be pro-
vided by the Department of Justice to perform incidental security and
administrative functions for the court if appropriate security clear-
ances are obtained. )

The security officer is responsible to the court for document, physi-
cal, personnel, and communieations security. Under court supervision,
the security officer is to-take reasonable measures to fulfill these
responsibilites and arrange for an annual seeurity audit of court
guarters and facilities and report to the courts, | , C

‘The Clerk of the Court, with the advice and coneurrence of the
security officer, establishes and maintains a control and aecounta<
bility. system for all records of proceedings belore the courts, and any
other documents the courts may designate. The Clerk, in consultation
with the security officer, ensures that all court records are marked with
appropriate security - classifications  in sceordance with Executive
Order 12065 and its successors, and procedures established by the
courts, i .
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_The courts are to ensure that al _their_records, including notes,
draft opinions anid ‘elated materials, are maintained acconding ‘to
applicabile security standards established by the Director of ‘Central
Intelligence i 1978, or successor divectives as concurred in' by ‘the
Attorney General. Court records are not to be removed from court
premises except in accordance with the Act. Court, personnel may have
access o court records only as authorized by theé courts and only to
the ‘extent necessary to perform an official function. Reports and ex-
hibiis submitted in_support of applications te the court may be
retutited by the court to the applicant on & trust réceipt basis. o

For surveillances under the Act approved by certification of the
Attorney. General, rather than by court ‘order, the Act requires the

ttorney General to immediately transmit under seal to the Foreign
Intelligence Surveillance Court a copy of his certification. Such certi-
fication must be maintained under security measures established by
the Chief Justice with the coneurrence of the Attorney General, in
consultation with the Director of Central Intelligence, and must
remain sealed unless an application for a court order is made with

respect to the surveillance or the certification is necessary to deter-
mine the legality of the surveillance in subsequent litigation. -

The security measures established by the Chief Justice and con-
curred in by the Attorney General require that such certifications be
numbered in sequence by the Clerk of the Coutt, who maintains a
record of all certifications received by designated number and date of
receipt, Certifications are filed under seal in separate storage compart-
ments. They are only accessible jointly to a representative designated
by the courts and a represeniative of the Executive branch designated
by the Attorney General. They may be unsealed only in accordance
with the provisions of the Act. '

Finally, both the members of the courts and all court personnel are
to be briefed on security matters appropriate to the functions of the
courts by designees of the Attorney General snd the Director of
Central Intelligence. ' .

Hrecutive Ovder 12139

The President issued Executive Order 12139 on May 23, 1979, pur-
suant to the authority vested in him by sections 102 and 104 of the
Act, in order to provide as zet forth in the Act for the authorization
of electronic surveillance for foreign intellizence purposes.

Pursuant to section 102(a){1) of the Act, the order authorizes the
Attorney General to apfmved electronic surveillance without a court
order, but only if the Attorney General makes the certifications re=
quired by that section. (Section 102(a)(1) requires the Attorney Gen-
eral to certify in writing under oath that the electronic surveillance is
directed solely at—(i) the acquisition of the contents of communica-
tions transmitted by means of communications used exclusively be-
tween or among specified types of [oreign powers;or (i) the acquisition
of technical inteﬂigenﬁe, other than the spoken communieations of
individuals, from property or premises under the open and exclusive
control of the specified type {r}) foreign power. The Attorney General
must also certify that there is no substantial likelihood that the sur-
veillance will acquire the contents of any communication to which a
United States person is a party; and that the proposed minimization
procedures meet the definition of such procedures under the Act.)
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Pursuant to section 102(a) of the 'Act, the order authorizes the
Attorney General to apﬁmva'app]imt.i'uns to the Foreizn Intellizence
Surveillance Court to obtain orders for electronic surveillance for the
purpose of obtaining foreign intelligence information. '

Section 104(a)(7) of the Act requires that such applications contain
a certification or certifications by the Assistant to the President. for
National Security Affairs or an executive branch official or officials
designated by the President from among those executive officers em-
ployed in the area of national security or defense and appointed by
the Fresident with the advice and consent of the Senate, Such official
or officials must certify that he or she deems the information sought
to be foreign intellizence information, that the purpose of the sur-
veillance is to obtain foreign intelligende information, and that such
information cannot reasonably be obtained by normal investizative
technigues. The certification must also desigriate the type of foreign
intelligence information sought. Except for specified types of foreign
powers, it must include a statement of the basis for tﬁe certification
that the information sought is that type of foreign intellizgence infor-
mation and that such information eannot reasonably be acquired by
normal investigative techniques, The court reviews this certification
only if the target is a United States person. :

]g;.lm_ua.nt to the foregoing provision, the President desiznated in
Executive Order 12139 the fn]i‘lowing officials, each of whom is em-
ployed in the area of national security or defense, to make the certifi-
cations required by section 104(a)(7) of the Act in support of
applications te conduct electronic surveillance:

(a) Secretary of State. '

(b} Secretary of Defense.

() Director of Central Intellicence. .

(d) Director of the Federal Buredu of Investigation.

{e)’ Deputy Secretary of State. =~ )

(f} Deputy Secretary of Defense.

{z) Deputy Director of Central Intellicence,
The order also provides that none of the above officials, nor anyvone
officially acting in that capacity, may exercise the authority to make
such certifications, unless that official has been appointed by the
President with the advice and consent of the Senate, :

Finally, Execative Order 12139 made two modifications in Execu-
tive er 12036, January 26, 1978, roverning United States intelli-
gence activities, The provision of the earlier order on electronic sur-
velllanee is revised to add the following: “Any electronic surveillance,
as defined in the Foreign intelligence Surveillance Act of 1978, shall
be conducted in accordance with that Aet as well as this Order.” In
addition, the provision of the prior order on television cameras and
other monitoring is modified to add the following: “Any monitering
which constitutes electronic surveillance as defined in the Foreign
Intellizence Surveillance Act of 1978 shall be conducted in accordance
with that Act as well as this Order.” . - - ' .

O
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